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1. The private sector should lead in the development of E-Commerce

E-Commerce is not limited to transactions on the Internet but includes other elements such as EDI. As such, a broader definition of E-Commerce is required including a code of conduct for which Industry should take the lead in defining and establishing the right parameters. Among the major issues the private sector must address is the establishment of commercial insurance institutions to provide consumer protection and promote trust in E-Commerce transactions.

2. E-Commerce will provide great opportunities for SMEs provided that there are adequate education programs.

SMEs face special challenges in developing E-Commerce due to issues of security and trust, including situations where the market may prefer to transact with larger companies rather than SMEs. Network infrastructure is poorly developed in some regions posing barriers to entry in E-Commerce, especially among SMEs. This problem can be partly mitigated through education. Government should offer curricula for teaching a new generation about information technology and, in general, work to promote computer literacy, particularly among SMEs. 

More seminars and meetings will be needed to raise awareness among SMEs of the efficiencies which E-Commerce can produce. Governments, or government-promoted NGOs should set up ISPs for SMEs, allowing them network access and providing services in setting up websites necessary for promoting E-Commerce. Governments should also consider incentives to people using E-Commerce. As an example, citizens in Singapore can enjoy an extension on tax deadlines if taxes are paid through the Internet (subject to authentication and verification processes.)

3. Development of a legal framework for E-Commerce promises to be a thorny issue.

For individual economies, governments should work to deregulate the telecommunications sector. On a regional level, governments should work to eliminate inter-economy bottlenecks in telecoms. Technical standards should also be promoted to facilitate information flows among multiple parties thereby addressing the issue of inter-operability. Regulations, however, should be consistent and transparent with flexibility built into every mode of government intervention. 

Financial institutions should be brought into the decision process to help resolve payment and credit documentation issues. By the same token, governments not involved in the development of such a framework for E-Commerce can impede economic growth in their respective economies.

4. Government should lead by example, making maximum use of E-Commerce in its own activities.

More government business should be conducted electronically. This can be done in the areas of customs regulation, tax payment, media transactions, quota setting, document licensing, and information systems. Government should help to build E-communities and to support groups such as the PCB.

5. Public-Private partnerships will be vital to realizing the full potential benefits of E-Commerce to APEC Economies.

The private sector must cooperate with the public sector in defining and looking into the needs of consumers even as government should provide the public with guidelines on the usage of E-Commerce. Government, however, must understand the market before putting in place rules to regulate E-Commerce. 

A major role of government in E-Commerce would be in promoting infrastructure development including credible clearing house mechanisms needed to settle electronic payments. With reference to the latter, governments (including central banks) should encourage banks to behave more like merchant banks in support of businesses involved in E-Commerce.

6. Mechanisms should be established to ensure consumer protection across borders.

A network of consumer protection agencies would help promote trust and confidence in business conducted electronically.

7. In developing E-Commerce, it is crucial that efforts be taken by the private and public sectors to build confidence and trust in E-Commerce.

Trust and confidence is crucial to any transaction, more so for transactions carried out virtually through electronic means. Among the hard issues concerning trust are: 

· Integrity of systems 

· Security and privacy 

· Recognition and verification 

· Legal protection Among the soft issues concerning trust and confidence are: 

· Demonstration of benefits 

· Brand loyalty 

· Consumer needs The private sector should provide reliable, dependable and secure systems for E-Commerce transactions to help build confidence among consumers. 

Electronic Commerce is any form of commercial transaction in which the parties interact electronically for the supply of goods or services rather than through physical contact. The transaction can take place over an open or closed network and are concluded regardless of national boundaries or local requirements.

The scope of definition on electronic commerce can be categorized into three main areas: 

a. Business-to-business e-commerce 

b. Business-to-consumer e-commerce 

c. Business-to-government e-commerce 

Some of the significant opportunities derived from the emergence of E-Commerce technology: 

· The opportunity to create creative and innovative environments for small and medium-sized enterprises (SMEs) 

· The opportunity to create export markets over the Internet, eventually providing pay-back of national investments in IT infrastructure 

· The opportunity to improve efficiency in education and training 

· The opportunity to improve efficiency in government services 

· The opportunity to improve dynamism and flexibility in the private sector by lowering access costs to quality information 

· The opportunity given the consumer to have free market access and maximum choice at lower price 

· The opportunity to lower physical distribution costs through more efficient information flow and elimination of middle men. 

